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Abstract

FinTech and RegTech integration is essential for developing scalable and compliant Regulated Digi-
tal Currency (RDC) systems. We propose an Unspent Transaction Output (UTXO)-based sharding
method for scalability challenges in RDCs by minimizing cross-shard transactions. Results show
UTXO-based sharding delivers linear throughput increase and consistently low latency. However, fre-
quent user onboarding across shards under UTXO-based sharding complicates Know-Your-Customer
(KYC) processes, highlighting regulatory inefficiencies. We find integrating zero-knowledge proofs can
seamlessly streamline customer onboarding and overcome regulatory burdens. By doing so, we can
deploy high-performance and compliant RDC systems.
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1 Introduction

Blockchain technologies have the potential to
transform finance by enabling asset ownership
digitalization and reconstructing the web’s infras-
tructure [1]. Yet, regulatory complexities have
constrained their broader adoptions [2]. Integrat-
ing RegTech tools can overcome these obstacles
and create responsive compliance systems [3].
While FinTech continues evolving, critical knowl-
edge gaps remain regarding how to ensure FinTech
innovations and regulations. The current study
examines how to ensure technology innovation and
regulation in the emerging RDCs.

Most RDCs such as Central Bank Digital Cur-
rencies (CBDCs) commonly adopt the blockchain

technology to record transfers of token owner-
ship [1]. However, these systems face scalability
challenges stemming from the potentially billions
of parallel transaction requests from users [4]. To
address the scalability limitations, sharding meth-
ods that divide a blockchain into multiple smaller
sub-blockchains have been explored [5]. However,
most sharding research has focused on the context
of unregulated digital currency without consider-
ing regulatory requirements. We propose a novel
solution that addresses both the scalability and
regulation challenges for practical RDC systems.

Two main sharding approaches have emerged
for blockchain systems: account-based and UTXO-
based sharding [6]. In account-based sharding,
accounts are partitioned into shards [7], which
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can increase throughput [7] but induce extra
cross-shard transactions that have high transac-
tion latency due to the extra communication costs
across shards, similar to the banking systems [8].
In UTXO-based sharding, UTXOs are partitioned
into shards to minimize cross-shard transactions,
thereby promising low latency [9]. However, for
KYC regulation, UTXO-based sharding may face
challenges in efficiently onboarding new users as
RDC payees may have never transacted within
certain shards.

To address the scalability and regulatory
challenges of RDC systems, we find that zero-
knowledge proofs fit well with the UTXO-based
sharding approach that reconciles scalability with
the regulatory requirements of RDCs. We first
empirically verified UTXO-based sharding deliv-
ered linearly scalable transaction throughput. We
then incorporated a zero-knowledge proof, which
are a cryptographic protocol that allows for the
verification of knowledge without revealing the
underlying information [10]. The integration can
mitigate KYC redundancies and simplify cus-
tomer onboarding across shards.

Empirical tests demonstrate the advantages of
our integrated UTXO-based sharding and zero-
knowledge proofs approach over account-based
alternatives. For scalability, UTXO-based shard-
ing achieved linearly increasing throughput with
the number of shards. In a simulated RDC sys-
tem with 1 million wallets, UTXO-based shard-
ing attained approximately 2000 Transactions Per
Second (TPS), which shows a 2x throughput
improvement over account-based sharding. For
customer onboarding, our models reduces cross-
shard identity verification redundancy as users
can privately prove their identity across shards
without repeatedly customer onboarding. In sum-
mary, by synergistically combining UTXO-based
sharding for scalability and zero-knowledge proofs
for efficient regulation, our methodology reconciles
the performance and compliance requirements for
practical RDC system deployment.

This research contributes to the FinTech lit-
erature by addressing scalability and compliance
barriers for RDC [11]. While prior work rec-
ognizes these challenges [12], we present spe-
cific techniques integrating zero-knowledge proofs
with UTXO-based sharding. Our solution enables
privacy-preserving identity verification across
shards while optimizing throughput. This novel

application of cutting-edge information technolo-
gies to reconcile efficiency and regulation expands
the boundaries of FinTech research.

Our paper also advances RegTech research.
RegTech is an emerging research area that
uses information technology and digital innova-
tion to provide regulation more efficiently and
effectively [13–15]. Although previous work pri-
marily explores using Artificial Intelligence (AI)
to streamline regulatory procedures [16–18] and
ensure fairness [19] in other contexts, our research
applies the blockchain to fortify regulation in
RDCs. To our knowledge, this research represents
one of the first RegTech applications in an RDC
context, opening up new research directions at the
intersection of FinTech and RegTech.

This research also contributes to the shard-
ing literature. Sharding is a horizontal scaling
technique, following the idea of divide and con-
quer [20]. With account-based sharding, cross-
shard transactions exceed 99.98% when the num-
ber of shards reaches 16 [7], resulting from pay-
ers and payees rarely sharing shards [6]. While
many efforts have been devoted to designing more
efficient communication and processing methods,
including the two-phase commit approach [6, 21,
22], transaction split-based approach [7], and relay
transaction-based approach [23], our paper works
to minimize the number of cross-shard transac-
tions by leveraging the setting of RDCs. While
some recent works have explored UTXO-based
sharding methodologies for RDCs [24], our study
differs by also considering regulatory efficiency as
an additional design requirement.

The practical implications of our research are
profound. By improving transaction performance
and curtailing regulatory redundancies, we sug-
gest a more efficient mechanism for implementing
RDCs. This potentially influences practitioners,
policymakers, and a wide array of stakeholders in
the FinTech and RegTech industries.

2 Background

2.1 Regulated Digital Currency

RDCs are issued and regulated by authorized
institutions and backed by stable-price assets like
fiat money or traded commodities [25, 26]. For
instance, CBDC is backed by fiat money and
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issued by central banks [27]. Conversely, unregu-
lated digital currency like Bitcoin use decentral-
ized issuance via mining [28].

RDC systems can be either UTXO-based
or account-based designs [29]. The distinction
between both comes from the way to calculate
the individual balance [30]. UTXO-based design
calculates individual balances via UTXO accumu-
lation, while the account-based method maintains
an account ledger where each account has a real-
time balance. UTXO, introduced by Bitcoin [28],
refers to the unspent transaction outputs that
users can transact with others. Most RDCs adopt
UTXO-based designs, similar to digital cash [31].

Tokens can be fungible or non-fungible [32].
Fungible tokens, like cryptocurrencies, offer a
standard medium of exchange, while non-fungible
tokens uniquely represent assets. This study
focuses on fungible tokens due to their enhanced
functionality from value divisibility.

Tokens can be created and managed with-
out using the blockchain [30]. However, the
blockchain provides a decentralized, transparent
ledger for recording token ownership and trans-
fers, which prevents double-spending and makes
the token transactions immutable [33]. So even
though tokens are technically independent of the
blockchain, the blockchain is commonly used as
the underlying infrastructure when implementing
tokens to benefit from its security properties.

2.2 Blockchain and Sharding

RDCs use the blockchain to eliminate trust
issues and reduce information friction [34]. The
blockchain can have different design options
(Table 1). Most RDCs adopt permissioned
blockchains for better regulation control. The
permissioned blockchain can be public or pri-
vate, depending on whether the transactions are
openly visible [33]. If the blockchain is private,
only authorized participants can view and submit
transactions, thus the network is more efficient
with limited traffic. If the blockchain is public, the
general public can also view and submit trans-
actions with the potential consequence of heavy
traffic flow but a more innovative environment.

Improving blockchain performance can involve
reducing communication and computation over-
head, adding resources to a single node (vertical

scaling), or adding more nodes to a network (hor-
izontal scaling) [35]. Sharding, a horizontal scal-
ing technique, attempts to minimize performance
issues by dividing tasks [20].

Our work explores two types of sharding meth-
ods and their implications on scalability and
regulation efficiency, as shown in Table 2. An
account-based sharding method can efficiently
meet regulatory requirements but it may face
lots of cross-shard transactions, while a UTXO-
based sharding method can minimize cross-shard
transactions. However, the UTXO-based shard-
ing system faces the challenges of frequent KYC
procedures for onboarding new users. We used
zero-knowledge proofs to tackle the regulation
inefficiency problem.

2.3 Regulation Technology

RegTech leverages modern technologies to make
regulatory compliance more efficient and effec-
tive [14], handling challenges introduced by large
data throughput and size [36]. A report by Thom-
son Reuters highlights consistent year-over-year
increase in the number of regulatory alerts, under-
lining the growing complexity of compliance 1.

One pivotal aspect of regulatory compliance
is the KYC process, which is designed to ver-
ify the identities of clients [4]. The KYC is vital
for preventing financial crimes including money
laundering and the financing of terrorism [3].

The advance of FinTech presents significant
challenges to KYC for retail banks due to its
need for considerable technology, staff training,
and monitoring investments [15, 37, 38]. Emerg-
ing technologies like distributed ledger technol-
ogy and smart contracts propose solutions to
these challenges [39, 40]. Despite its broad cov-
erage, research exploring RDC implementations
in RegTech remains limited. This research intro-
duces a regulatory model for a sharded two-
tier RDC, leveraging zero-knowledge interactive
proofs to speed onboarding new users in UTXO-
based sharding systems [41–43].

Zero-knowledge proof uses a limited amount of
information from a prover to a verifier [44] and
has been used to verify identify information [10].
Zero-knowledge proofs have been used in digital
currency protocols to efficiently verify the identity

1Regulatory Intelligence Feeds, Thomson Reuters (2020)
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Table 1: Comparison of different blockchain designs for RDCs.

Public Private

Permissionless
Anyone can view and submit transactions;
Every node can be validator;

-

Permissioned
Anyone can view and submit transactions;
Authorized nodes can be validators;

Authorized nodes can view and submit transactions;
Authorized nodes can be validators;

Table 2: Comparison of UTXO-based and account-based sharded blockchain.

Account-based sharding UTXO-based sharding (Our contribution)

Definition Accounts are partitioned into shards; UTXOs are partitioned into shards;
Transaction More cross-shard transactions (high

latency)
Less cross-shard transactions (low latency)

Customer
Onboarding

No new customer onboarding; cross-shard
KYCs

Frequent new customer onboarding (enhanced by
zero-knowledge proof)

UTXO Searching Account-based search - low search cost UTXO-based search - high search cost (optimized
by wallet ID with UTXOs∗

∗ We use “Wallet ID” to present the public address of UTXO owners (see details in Appendix A).

information of digital currency users [45]. While
prior studies mainly focus on using zero-knowledge
proofs to address privacy concerns [45–47], our
study leverages zero-knowledge proofs to address
the inefficiency of the frequent user onboarding
from UTXO-based sharding design.

3 Methodology

3.1 Sharded Blockchain

The RDC system adopts a two-tier model [48]
(Fig. 1), consisting of a single private and permis-
sioned tier-1 network, led by a tier-1 leader, and
multiple public and permissioned tier-2 networks,
each led by a tier-2 leader [49]. Any customer can
view and submit transactions to tier-2 networks,
but do not operate nodes since they lack fixed
servers or IP addresses. Tier-2 networks can issue
RDCs that are backed by reserves held within the
tier-1 network. Tier-2 servers preprocess transac-
tion requests from customers and submit these to
their corresponding tier-2 network leader.

3.2 Transaction

Fig. 2 shows a transaction within a tier-2 network,
where public user A pays RDC UTXO(1) to public
user B, generating new RDCs for both public users
within the same tier-2 network. At time n, user

Public and Permissioned
Network B

Public and Permissioned
Network A

Private and Permissioned NetworkTier-1

Tier-1 Network Validator

Tier-1 Network Leader

Tier-2

Tier-2 Network Leader

Tier-2 Network Validator

Retail Wallet Connection

Fig. 1: An RDC two-tier hybrid network.

A has 10$ (example amount) RDC token labeled
UTXO(1). To pay user B with 6$, the system first
destroys UTXO(1). Then the network mints a new
6$ RDC token UTXO(6) and assigns its owner-
ship to user B. It also mints a 4$ RDC change
token UTXO(5) and returns it to user A. After
the transaction at time n+1, user B now has the
new 6$ RDC token UTXO(6). User A has the 4$
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RDC change token UTXO(5). The transaction is
recorded on the ledger of the tier-2 network.

Private Network A

11

6

User A's TokenUser A User B User B's Token

5

1

Private Network A

5

6

Time Step n Time Step n + 1

Unspent
Transaction

Output (UTXO)

Transaction
Flow

Tx

Fig. 2: A transaction within a single tier-2 net-
work: user A pays RDC UTXO(1), to user B. The
transaction generates a new RDC UTXO(6) for
user B and a change RDC UTXO(5) for User A.
Both new RDCs remain in tier-2 network A.

Our UTXO-based sharding method can exe-
cute transactions in parallel for better scalability
and minimize the number of cross-shard transac-
tions for low transaction latency. Fig. 3 shows that
sharding could serve as a solution by distribut-
ing transaction requests across different tier-2
networks. UTXO-based sharding partition tokens
into shards. Public customers can connect to dif-
ferent tier-2 networks based on their token infor-
mation and spend their RDCs by sending requests
to the corresponding network. In comparison,
account-based sharding can also improve system
capacity, but additional shards might increase the
number of cross-shard transactions [50], which can
in turn impact transaction latency.

Algorithm 1 describes the transaction process
in the account-based sharding method. The inputs
include the payer wallet ID (P ), payee wallet
ID (Q), transaction amount (A), account-to-shard
hashmap (Saccount), UTXO (U), and tier-2 net-
work leader (N). The sharding hashmap Saccount

identifies the sharded networks NP and NQ for P
and Q, respectively. NP then identifies all avail-
able RDCs for P and verifies the sufficiency of
funds against amountA. If the payer and payee are
on the same sharded network (NP == NQ), NP

Wallet A

Private Network B

Private Network C

Private Network B

Private Network A

Wallet B

Wallet B's TokenWallet A's Token

···

Fig. 3: Sharded blockchain: token distribution.

can update its ledger directly. However, if NP ̸=
NQ, NP must coordinate with NQ to update
both ledgers, which requires interoperability tech-
niques, like hashed time lock smart contract [51]
for synchronization.

Algorithm 1 Account-based sharding transac-
tion

Require: payer wallet ID (P ), payee wallet ID (Q),
transaction amount (A), account-based sharding
hashmap (Saccount), UTXO (U), network leader
(N).

Ensure: transaction result
NP ← Saccount[P ]
NQ ← Saccount[Q]
UP ← Searching P ’s available RDCs in NP

if A > Total amount of UP then
Return transaction failure due to insufficient

funds
end if
if NP == NQ then

NP updates its ledger by creating two new UTXO
tokens: one transfers amount A to payee Q and one
returns change to payer P
else

NP and NQ coordinate to update ledgers across
networks
end if
Return transaction success

Account-based sharding partitions accounts
across shards. As the number of shards (n)
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increases, the likelihood of cross-shard transac-
tions also rises, approaching n−1

n . With 16 shards,
cross-shard transfers already exceed 99.98% [7].

In RDC systems with many tier-2 networks,
account-based sharding will frequently encounter
inter-shard transaction requests. Each cross-
shard transfer requires coordination between the
payer and payee’s networks to synchronize ledger
updates. This communication overhead can sub-
stantially increase transaction latency as the shard
count scales up.

Therefore, while additional shards improve
throughput via parallelization, the explosion
of cross-shard transactions under account-based
approaches ultimately hampers performance gains
due to the high latency. This scaling limitation
motivates exploring alternative sharding method-
ologies tailored for RDC system properties.

Algorithm 2 UTXO-based sharding transaction

Require: payer wallet ID (P ), payee wallet ID (Q),
transaction amount (A), UTXO-based sharding
hashmap (SUTXO), UTXO (U), network leader (N).

Ensure: transaction result
UP ← Searching P ’s available RDCs in NP

NP ← SUTXO[UP ]
if A > Total amount of UP then

Return transaction failure due to insufficient
funds
end if
NP updates its ledger by creating two new UTXO
tokens: one transfers amount A to payee Q and one
returns change to payer P
Return transaction success

Algorithm 2 outlines the UTXO-based shard-
ing transaction process. The inputs include the
payer wallet ID (P ), payee wallet ID (Q), trans-
action amount (A), UTXO-to-shard hashmap
(SUTXO), UTXOs (U) and network leader (N).
Each sharded network manages a distinct set of
RDC tokens. To spend an RDC, the payer P
must send the request to the network NP , deter-
mined by the UTXO-based sharding mapping
(SUTXO) using the RDC ID UP rather than the
wallet ID (or user ID). Since RDCs are allocated
to shards based on their ID, the network can
directly modify the RDC record, avoiding cross-
shard transactions. When the payee later utilizes
the received RDC, they likewise route based on the

RDC ID to the same network, which allows differ-
ent networks to process transactions concurrently
without additional cross-shard communications.

While UTXO-based sharding minimizes cross-
shard traffic and enhances performance, it com-
plicates KYC regulations if the payee is not
already a customer within the payer’s shard.
To address this, we propose integrating zero-
knowledge proofs for identity verification, which
allows fast onboarding of new payees across shards
without repetitive manual processes.

3.3 Streamlined Customer
Onboarding

The onboarding processes often face redundancy
due to a lack of a unified data-sharing protocol. We
propose using a zero-knowledge proof within our
sharded two-tier regulated network to minimize
regulatory redundancy [52].

The tier-1 network secures the entire network,
and asks the tier-2 network leader to collect the
necessary KYC information when a public cus-
tomer opens a wallet. In practice, tier-1 network
leaders act as regulators of the networks, possess-
ing strong incentives to oversee regulation. Tier-2
networks also would like to cooperate with the
tier-1 network to maintain a good reputation [53].
The KYC data can be encrypted and stored via
the zero-knowledge proof on the tier-1 network,
which allows other tier-2 networks to onboard the
same customers without real-time manual verifi-
cation by using a zero-knowledge proof within the
tier-1 network.

When a new user registers with a wallet app
and completes KYC onboarding on one shard
network, a zero-knowledge proof associated with
their verified identity is created. This proof can
then be used when the user needs to transact
on other shard networks where they have not
yet been onboarded. Instead of repeating lengthy
KYC processes, the user simply presents the zero-
knowledge proof, allowing the new shard network
to privately verify their identity. No personal infor-
mation is revealed to the verifying network. In this
manner, zero-knowledge proofs mitigate redun-
dant KYC procedures and simplify cross-shard
onboarding. The user enjoys faster activation on
new networks while preserving their privacy. Reg-
ulators also benefit from rigorous unified KYC
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standards applied cohesively across all shards via
the shared zero-knowledge proofs.

Fig. 4 outlines the step-by-step process for a
customer to acquire RDC through the three-layer
issuance system:
1. The customer initiates a request via the wal-

let app to obtain RDC using conventional
funds like cash.

2. The app checks if the customer already has a
registered wallet ID. If yes, it sends the RDC
issuance request to the customer’s tier-2 net-
work server. If no ID exists, the app collects
the required KYC information and forwards
it to the tier-2 server.

3. For an existing ID, the tier-2 server mints
the RDC on its ledger and confirms suc-
cess to the customer. If no wallet ID exists,
the tier-2 server requests the tier-1 network
to verify the customer’s KYC information
using a zero-knowledge proof. Upon success-
ful verification, the tier-2 server registers a
new wallet ID, mints, and deposits the RDC,
and confirms success. If verification fails, the
customer has to re-provide KYC details and
repeat the process.

4. In the KYC process, the tier-2 server registers
the wallet ID and an associated KYC zero-
knowledge proof, sharing it with both the
customer and the tier-1 network for future
verification needs.

Fig. 5 illustrates the transaction process, which
combines UTXO-based sharding with KYC zero-
knowledge proofs to meet both performance and
regulatory requirements. As Algorithm 2 shows,
the payee may not be onboarded to the payer’s
network (A). To verify the payee’s identity, the
tier-1 network provides a zero-knowledge proof
that tier-2 networks can verify.

After each transaction, network A shares zero-
knowledge proofs with the tier-1 network for the
further onboarding process across other tier-2
networks. The detailed description is as follows:

• The payer initiates a transaction with the
payee.

• The payee confirms the transaction, and pro-
vides their wallet ID and associated KYC
zero-knowledge proof to the payer, assuming
the payee has previously completed the KYC
process within the tier-2 network.

• The payer submits the information to its
sharded network A. Network A verifies if the

payee has completed KYC within its network.
If not, it uses the KYC zero-knowledge proof
to validate the payee’s onboarding informa-
tion with the tier-1 network.

• Upon confirming the KYC information, the
tier-2 network updates its ledger with the
transaction. Then, the transaction is suc-
cessful. Otherwise, network A requests the
payee’s KYC information.

In summary,our methodology employs UTXO-
based sharding to minimize cross-shard transac-
tions and enhance scalability. Integrating zero-
knowledge proofs for KYC enables quick, private
identity verification to onboard new users across
shards, overcoming regulatory inefficiencies. This
novel combination of UTXO-based sharding to
enhance performance and zero-knowledge proofs
to streamline regulation provides a holistic solu-
tion tailored for scalable and compliant RDC
system deployment.

4 Experiment Design

Our model requires a UTXO-based blockchain sys-
tem, and we used Corda [54] to construct an RDC
infrastructure. Corda, a permissioned blockchain
platform, maintains a UTXO data structure,
which aligns with UTXO-based sharding require-
ments. Other blockchain platforms, such as Besu,
operate as an account-based system and lack a
UTXO data structure design.

Transactions require signatures from both the
payee and the payer. Customers submit trans-
action requests to network servers that process
transactions with merchant nodes. Our experi-
ments simulate requests by randomly generating
them with real-world merchant time intervals to
closely emulate application conditions.

We implemented our method to evaluate scal-
ability and latency, as shown in Fig. 6. The exper-
imental network includes multiple tier-2 network
leaders who are responsible for transaction vali-
dation and tier-2 network validators that ensure
leader validity. We used Jmeter2 to simulate pub-
lic customers, initiating transaction requests to
the tier-2 network via a Remote Procedure Call
(RPC) port. Each tier-2 network has multiple
nodes (P) and each node P has the corresponding
smart contracts (S) and ledger (L).

2https://jmeter.apache.org/
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Issuance: UXTO-based Sharding + Zero-Knowledge Proof KYC
Customer

Charge Fiat Money

No

Check Wallet ID?

Request Onboarding
with onboarding

Information

Store Zero-
knowledge proof and

Wallet ID

Ask for on-boarding

Tier-2 Network

Check Wallet ID

Yes

ID registerd 
in this network?

Issue Digital
Currency 

KYC process

Register Wallet with
KYC Zero-knowledge

Proof

"Incorrect KYC
Infomation"

Yes

No

Tier-1 Network

Verify Zero-
Knowledge Proof

Success

Record KYC
Information and Zero-

knowledge Proof

Yes

No

Issue Success

Fig. 4: Issuance: UTXO-based sharding + zero-knowledge proof KYC.

We simulated two types of merchants to cover
various payment scenarios: HHP merchants and
HMP merchants, both of which can own their
nodes to process transactions or own wallets to
connect with network servers.

• Human-Human Payment (HHP) merchants:
Both payer and payee are humans and they
use human-human interaction to conduct the
transaction.

• Human-Machine Payment (HMP) mer-
chants: The payer is a human while the
payee could be a machine, such as a vending
machine.

Each experiment followed these steps:

• The tier-2 network leader distributed 1,000
RDCs to every wallet in its network to ini-
tialize balances.

• We evenly distributed customer tokens across
the tier-2 network servers to balance the load
for later UTXO-based sharding.

• A script randomly selected customer wallets
to initiate transactions with merchants.

• As the simulation was finished, we cap-
tured performance data including latency
and throughput from the servers.
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Transaction: UXTO-based Sharding + Zero-Knowledge Proof KYC
Payer

Transaction
Initialization

Transaction Package

"Transaction success"

"The payee has not
yet been registered."

Payee

Confirm transaction & Send
Wallet ID and KYC Zero-

knowledge Proof

"Transaction success"

Tier-2 Network A

Check Receiver
Wallet ID

Yes

Payee ID 
belongs 

to A?

Update Ledger

"Incorrect KYC
Infomation"

Tier-1 Network

Verify Zero-
Knowledge Proof

Success

No

Yes

Sharding

Fig. 5: Transaction: UTXO-based sharding + zero-knowledge proof KYC.

Experiments were conducted on a cloud infras-
tructure (Fig. 7) with 50 Amazon EC2 servers3

to simulate different networks. Each EC2 server
was connected with an Relational Database Ser-
vice database4 to record transaction ledger data.
We used a single Admin EC2 instance to distribute
the network configuration settings and execute
commands to run the simulations across the 50
servers. We leveraged Spring Boot to implement
node APIs for request handling. AWS CLI scripts
deployed and managed the test network.

3https://aws.amazon.com/ec2/instance-types/t2/
4https://aws.amazon.com/rds/

5 Results

Account-based systems can efficiently find bal-
ances using unique wallet IDs (account addresses).
However, in UTXO-based systems, searching by
token IDs is inefficient due to the huge num-
ber of UTXOs. Instead, we used wallet IDs
(addresses) as basic identity units (see clarifica-
tion in Appendix A). We create a table mapping
token IDs to wallet IDs. When searching tokens,
we first retrieved the wallet ID, then used token
IDs to do the second-round search.

As shown in Fig. 8, our wallet-based search
achieves near-constant latency versus linear
growth for UTXO-based searching. By enabling
efficient token retrieval from networks, our
improvement enables the practical deployment of
UTXO-based systems.
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Private Network A

Simulated Wallet

Human-human
Payment Merchant

Human-machine
Payment Merchant

S1

L1
P1

S2

L2
P2

Jmeter Server rpc

Private Network B
Private Network C

Connection

Tier-2 Network Leader

Tier-2 Network Validator

Fig. 6: Experiment architecture.

Fig. 7: Cloud deployment.

To evaluate the transaction processing capac-
ity of each Corda node, we utilized the control
variable method (Table 3). Since open-source
Corda only supports single-threaded nodes, we
used AWS t2.medium virtual machines (2 vCPUs,
4GB RAM) to simulate node performance 5. Our
results in Table 4 show that each Corda network
server sustained approximately 4.5 TPS. Tier-2
validator nodes achieved 8.4 TPS. In comparison,
enterprise Corda typically reaches over 200 TPS,
equivalent to 8.4 TPS in our open-source system.

Field experiments were conducted to deter-
mine transaction intervals for HHPs and HMPs
and found: 20 seconds for HHPs and 10 seconds

5https://aws.amazon.com/ec2/instance-types/t2/

Fig. 8: Search cost comparison.

for HMPs. Our simulation incorporated these real-
world timings where we initiate transactions with
time intervals according to the merchant types.

After establishing the node performance base-
line, we evaluated overall network transaction
scalability and latency. To achieve a target
throughput of 100 TPS, our network configu-
ration comprised 24 network servers, 12 tier-
2 network leaders, HHP/HMP merchants, and
approximately one million wallets.

As we increased the network/shard count, our
UTXO-based approach demonstrated superior lin-
ear scalability versus account-based sharding. As
shown in Fig. 9, with just 12 shards, we achieved
100 TPS with nearly constant latency, equiva-
lent to 2,000 TPS with Corda Enterprise nodes.
Fig. 10 depicts the latency distribution, which
remained low despite the increase in load. Notably,
the account-based sharding method experienced
relatively high latency due to cross-shard transac-
tions.

6 Discussion

Overall, sharding improves the performance of
RDC systems in three primary ways:
1. High throughput: Sharding enables concur-

rent transaction handling across servers,
boosting throughput. This parallelization
allows the system to scale linearly with addi-
tional shards.

2. Low latency: Distributing requests across
shards maintains low latency despite heavy
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Table 3: Experiment deployment.

No. Node deployment

1 1 Network server 4 HHP merchant 2 HMP merchant 1 Tier-2 network leader

2 2 Network server 4 HHP merchant 2 HMP merchant 1 Tier-2 network leader

3 4 Network server 4 HHP merchant 2 HMP merchant 1 Tier-2 network leader

4 2 Network server 4 HHP merchant 2 HMP merchant 2 Tier-2 network leader

5 4 Network server 4 HHP merchant 2 HMP merchant 2 Tier-2 network leader

Table 4: Experiment performance measurement.

No. TPS Average latency (ms) 90th percentile latency (ms)

1 4.7 2,026 2,485

2 8.1 2,452 2,743

3 8.4 3,482 3,804

4 9.1 1,985 3,514

5 19.4 2,910 3,476

loads. By evening out transaction volumes,
shards prevent congestion and delays.

3. Low cost: Horizontal scaling is generally
cheaper than vertical scaling with hardware
limits. Adding low-cost shards is more eco-
nomical for meeting demand surges [55].

UTXO-based sharding facilitates RDC parallel
circulation. The experiment validates our pro-
posed method’s linearly increasing scalability and
low latency in diverse scenarios, supporting robust
and efficient transaction processing. Critically, we
demonstrate near-constant latency up to 100 TPS
with 12 shards. This reliability despite increasing
loads showcases the effectiveness of the approach.

Our experiments utilized a static UTXO allo-
cation to shards. In practice, transaction volumes
fluctuate over time, creating variable loads across
shards. An intelligent dynamic load balancer could
monitor traffic in real-time and automatically
redistribute UTXOs to evenly distribute the work-
load. This would prevent congestion on overloaded
shards to further improve latency.

While users may initially have their UTXOs
distributed across shards, we provide consolida-
tion functions that can merge split tokens into
unified holdings within a single shard. This con-
solidation helps optimize performance by reducing
cross-shard transactions.

Another scenario involves users with multiple
addresses wanting to jointly spend funds across
their various holdings. This requires multi-party
signatures to atomically process such transactions,

even when all parties belong to one legal entity.
However, this complex multi-party case is beyond
the scope of our current model. A simpler alterna-
tive allows users to first transfer their tokens into a
single address under their control. They can then
readily spend the consolidated funds from one
unified wallet, avoiding multi-party coordination.

We do not include customer onboarding during
performance testing, as it remains relatively inde-
pendent from transaction throughput and latency
tests. The onboarding process for a new cus-
tomer typically consumes different times depend-
ing on the type of the RDC wallet. China’s
e-CNY requires an onsite KYC process for one
type of wallet [56]. Thus, its impact on transac-
tion performance testing is hard to measure. Our
zero-knowledge proof method can streamline the
process by avoiding onsite KYC processes.

7 Conclusion

Our research proposes a UTXO-based sharding
method for enhancing the scalability and stream-
lining the KYC process of RDCs. The application
of our model can extend not only to RDC systems
but also to other regulated digital asset infras-
tructures, including digital bonds. Our research
has shed light on the possibilities of implement-
ing RegTech within the FinTech landscape. By
aligning regulatory compliance with scalability
requirements, we believe our research opens doors
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Fig. 9: Performance comparison.
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Fig. 10: Latency density with 12 tier-2 net-
works: the transaction latency is not significantly
impacted and has an average value of 1.05 sec-
onds.

for more efficient and secure RDC ecosystems and
future RegTech and FinTech applications.

For central banks and monetary authorities,
our system offers a path towards implement-
ing digital fiat currencies at a nationwide scale.
The ability to securely onboard millions of users
while maintaining transaction latency is pivotal
for the viability of central bank digital currencies.
Policymakers can also benefit from streamlined

compliance procedures that reduce redundancies
without sacrificing rigor.

For incumbent financial institutions and new
FinTech entrants, our techniques unlock oppor-
tunities to build innovative services and prod-
ucts leveraging regulated digital tokens. The
improved scalability empowers banks to deliver
next-generation payment solutions, while simpli-
fied identity verification facilitates seamless cus-
tomer onboarding.

Consumers stand to gain convenient access to
regulated digital money that provides the security
of sovereign backing. Merchants and businesses
will also benefit from faster settlement times and
reduced transaction costs. Beyond payments, tok-
enized assets can expand to encompass bonds,
securities, and smart contracts.

While the results have shown the effective-
ness of our model in improving scalability and
regulation efficiency, further studies are needed
to explore other implications. As seen in ongoing
RDC projects, blockchain faces trade-offs between
scalability, privacy, and resilience [5,27,57]. Thus,
future investigations can delve deeper into other
facets of the UTXO-based sharding method, such
as security and privacy. These aspects are pivotal
in evaluating the model’s potential for broader
deployment in the digital finance field.

Thus far we have focused on simple transaction
smart contracts. However, RDCs may also need to
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enable more complex smart contract functional-
ity for programmatic transactions. Sharded smart
contract systems introduce additional complexity
around cross-shard communications. Our model
could be expanded to shard smart contract execu-
tion while keeping data local to optimize efficiency.
Future work can study the detailed design of such
systems for practical infrastructure building.

A Terminologies

RDC systems employ a variety of technical jargon
that can be misinterpreted. This section aims to
clarify these terms.

Address vs wallet

In both UTXO and account-based models, unique
addresses represent user identities. In UTXO-
based systems, addresses (public keys) are asso-
ciated with specific UTXOs. In account-based
systems, addresses (public keys) are linked to
accounts. In this paper, “wallet ID” refers to a
user’s public address. In Algorithm 1, “wallet ID”
denotes an account’s public address. In Algorithm
2, “wallet ID” represents a UTXO owner’s public
address.

The original Bitcoin whitepaper by Satoshi
Nakamoto [28] did not introduce the term “wallet”
but referred to individuals as “owners of pub-
lic keys”. In contrast, the Ethereum whitepaper,
as detailed by Buterin (2014) [58], acknowledges
the concept of “wallet” in a UTXO-based context
where “wallet contains UTXO”, and distinguishes
Ethereum’s account-based approach where iden-
tities are tied to accounts with unique 20-byte
public addresses. To avoid confusion, “wallet ID”
in this paper refers to the public address of a user.

UTXO-based vs account-based

RDC systems can use either a UTXO-based model
or an account-based model for asset verification
and balance calculation [4]. These terms refer to
the underlying authentication methods, not the
assets themselves. While RDC is still emerging,
there is a tendency among some academics to con-
flate “UTXO-based” systems with “token-based”

platforms. However, token-based platforms pri-
marily utilize digital tokens to establish and trans-
fer asset ownership, as outlined by [1]. The key
difference is that the token-based systems empha-
size token usage, while UTXO and account-based
models focus on the way of balance validation.
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